
INFORMATION SECURITY POLICY

Ensuring the security of all kinds of information belonging to our 
company and our stakeholders by adhering to the principles of 
confidentiality, integrity and usability,

To fulfill the conditions stipulated by the laws, standards and our 
corporate policies and procedures on information security issues,

To operate in-process control mechanisms to ensure and maintain 
information security with the principle of separation of duties, with 
internal audits in order to ensure full compliance and continuous 
improvement with the Information Security Management System,

Controlling the activities of storing, transferring, changing, accessing, 
processing of information assets, based on current best practices, in 
order to protect information assets,

To inform employees and stakeholders about our information security 
policies and procedures and to provide the necessary resources and 
training to access these policies and procedures,


